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Abstract of the contribution: Update the conclusion for KI#2 on hierarchical NWDAF architecture.
1. Discussion
In case of hierarchical NWDAF architecture, a central NWDAF (with aggregation capability) may request other NWDAFs to perform data analytics. In current conclusion, the way to identify the NWDAFs that can provide the required analytics is to query NRF with analytics ID and AOI:
“NWDAFs use the discovery mechanism from NRF as defined in clause 6.3.13, TS 23.501 [2] to identify other NWDAFs with certain capabilities (e.g. Analytics aggregation), covering certain area of interest (e.g. providing data / analytics for specific TAI(s)).”
In fact, the central NWDAF might receive an analytics request without AOI, so the central NWDAF can not always use AOI to query NRF. In this case, the central NWDAF may have to determine the NF instances serving the UE first as specified in clause 6.2.2.1, TS 23.288, then check whether the serving NF instance has associated local NWDAF.
In order to find the local NWDAF associated with the NF instances, it is proposed to extend the NWDAF profile in the NRF to include the associated NF instances, so that the central NWDAF can query the NRF with the identifier of the NF serving the UE, and then get the local NWDAF as specified in solution 11.
Proposal
It is proposed to update the TR 23.700-91.  
FIRST CHANGE
8.2.1
Hierarchical NWDAF architecture (category #1)

A single option in normative phase is preferred. Solutions or parts of solutions described in evaluation clause 7.2.2 shall be used to create one option with possible multiple deployment variants. The following principles are proposed for the normative work on "NWDAF interactions in hierarchical NWDAF architecture" and "Analytics aggregation in hierarchical NWDAF architecture":
a)
NWDAF architecture should allow for a hierarchy with flexible number of layers.

b)
Extend the NWDAF Profile in NRF to support registering NWDAF capabilities and information such that the NWDAF service consumer can select the preferred NWDAF in case multiple NWDAFs are returned based on its implemented selection criteria and registered capabilities and information in NRF.

c)
Specify the capability for certain NWDAFs to support the aggregation of Analytics (per analytics ID) from other NWDAFs.

d)
Support the exchange of analytics metadata between NWDAFs when required for the aggregation of Output Analytics.

e)
NWDAFs use the discovery mechanism from NRF as defined in clause 6.3.13, TS 23.501 [2] to identify other NWDAFs with certain capabilities (e.g. Analytics aggregation), covering certain area of interest (e.g. providing data / analytics for specific TAI(s)). For UE related analytics, if the analytics request received from the consumer doesn’t contain an AOI, the NWDAF can determine the NF instances serving the UE first as specified in clause 6.2.2.1, TS 23.288, then query the NRF with the identifier of the serving NF to identify whether other NWDAFs can provide the required data analytics.
f)
Avoid changes on the NWDAF service consumer (other than another NWDAF) beyond the change in principle b).

g)
Maintain the NRF behaviour of Rel-16, e.g., do not change the discovery mechanism provided by NRF.

h)
NWDAFs can be co-located with a specific set of NFs within 5GC, whereby the NWDAFs may collect data from that set of NFs or generate analytics based on input data coming from that set of NFs. In this case, registration and discovery mechanisms are the same as in bullet items #b and #e.
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